MEDIA/CYBER LIABILITY SUPPLEMENT TO 

MEDIA SPECIAL PERILS POLICY APPLICATION
Note:  All questions must be answered.  All requested attachments must accompany application.

A.  GENERAL INFORMATION
1.
Name of applicant:       
2.
Provide a schedule of all website addresses for which coverage is desired (hereinafter “your websites”).       
3.
What are the gross revenues and percentage of activity derived from the operation of your website(s) and/or other cyber activities?  
	Website/Cyber Activity
	
	Revenue Last Year
	Revenue This Year
	Estimate of Revenue Next Year

	
	
	
	
	

	Website Owners (content only, no services)
	     %
	$     
	$     
	$     

	Website Owners (content & services)
	     %
	$     
	$     
	$     

	Describe services:      

	Web Hosting
	     %
	$     
	$     
	$     

	Co-location Services
	     %
	$     
	$     
	$     

	E-commerce
	     %
	$     
	$     
	$     

	Auction Sites
	     %
	$     
	$     
	$     

	Website Developers
	     %
	$     
	$     
	$     

	Search Engine
	     %
	$     
	$     
	$     

	Other (describe below)
	     %
	$     
	$     
	$     

	     

	TOTAL CYBER REVENUE
	
	$     
	$     
	$     


B.
WEBSITE CONTENT, FEATURES AND INTERACTIVE COMPONENTS

4.
Do any of your websites contain any of the following:
	Adult-oriented content
	 FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No

	Streaming music or video
	 FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No

	Medical records or information pertaining to specific individuals 
	 FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No

	Medical or legal advice or services
	 FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No

	Financial transactions
	 FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No

	Dating services
	 FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No


5.
Describe the primary purpose(s) of each your websites:       
6.
Advise percentage of the following:

	Original content created by applicant
	     %

	Original content created by third parties for applicant
	     %

	Content furnished by third parties to applicant via a licensing agreement or similar contractual agreement
	     %

	Previously published, released or archived content that is republished by the applicant and/or retrievable through the website(s)
	     %


7.
Do your website(s) provide links to other websites not owned by the applicant?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No


If yes, does applicant obtain permission to link to those sites?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No

8.
Do any of your websites “deep link” to other websites not owned by the applicant?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No

9.
Do any of your websites “frame” other websites not owned by the applicant?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No  
10.
Do you provide any professional services to customers via any of your websites?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No


If yes, identify the services provided and the safeguards utilized to prevent errors or omissions.       
C.
PRIVACY – INFORMATION GATHERING AND SHARING
11.
Do you collect personally identifiable material regarding visitors to your websites?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No


If yes, do you sell or otherwise distribute this material to third parties?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No

12.
Do all of your websites contain a privacy policy?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No 


If no, please elaborate:       
13.
Does your privacy policy contain information, which enables visitors to understand the website’s practices concerning (check all that apply):
	 FORMCHECKBOX 

	collection of user-specific information from site visitors

	 FORMCHECKBOX 

	if user-specific information is shared, sold or given to third parties

	 FORMCHECKBOX 

	obtaining permission from users regarding the collection and sharing of user-specific information 

	 FORMCHECKBOX 

	details on the type of information collected

	 FORMCHECKBOX 

	details on how information is collected

	 FORMCHECKBOX 

	details on how the information will be used

	 FORMCHECKBOX 

	opt-in or opt-out feature – specify which:       



D.
SECURITY

14.
Describe the security measures used to prevent unauthorized access to:

a.
your websites:       

b.
your premises and facilities:       

c.
your computer systems/servers in custody of others:       

d.
your computer systems/services located on your premises:       
15.
Describe the security measures used to protect the confidentiality and integrity of data:       
16.
Advise the technology you use for:  


a.
Encryption -      

b.
Authentication -      

c.
Anti-virus -      
17.
Are security audits performed?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No


If so, please advise:


a.
Who performs the audits?       

b.
How frequently are audits performed?       

c.
What actions are taken to correct unfavorable results?       
18.
Do you have a formal documented security policy?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No  


If so, do you document the fact that all of your employees have read and understand the policy?


Please attach a copy of your security policy.

19.
In the last two (2) years, have you experienced any security breaches to your websites, your computer systems or your premises?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No


If yes, please identify the corrective steps taken:       
E.
RISK MANAGEMENT

20.
Do you utilize in-house or outside counsel to review website content prior to posting?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No

If yes, please identify such counsel:       

What, if any, additional safeguards do you use to avoid claims arising out of online content including defamation, invasion of privacy, intellectual 

property infringement (copyright and trademark) and errors & omissions?       
21.
What steps are taken to ensure that the domain names of your websites do not infringe upon the intellectual property rights of others?       
22.
Do your websites comply with the Children’s Online Privacy Protection Act (COPPA)?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No
23.
Describe your “take-down” policy for complaints received concerning defamation, copyright or trademark infringement, or other disputes.       
24.
Do you pay fees to licensing organizations such as ASCAP, SESAC, BMI or other organizations with respect to music and/or other content on your 

websites?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No

25.
With respect to matter furnished by third parties to the applicant, does applicant: 


a.
Obtain rights to use such matter via a license agreement or other contractual agreement?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No


b.
Require an indemnification from third parties regarding claims arising from the matter they supply?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No


c.
Require that the indemnification be backed by an insurance policy?   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No

	WARNING
ANY PERSON WHO KNOWINGLY AND WITH INTENT TO DEFRAUD ANY INSURANCE COMPANY OR OTHER PERSON FILES AN APPLICATION FOR INSURANCE OR STATEMENT OF CLAIM CONTAINING ANY MATERIALLY FALSE INFORMATION, OR CONCEALS FOR THE PURPOSE OF MISLEADING, INFORMATION CONCERNING ANY FACT MATERIAL THERETO, COMMITS A FRAUDULENT INSURANCE ACT, WHICH IS A CRIME AND IN NEW YORK SHALL ALSO BE SUBJECT TO A CIVIL PENALTY NOT TO EXCEED FIVE THOUSAND DOLLARS AND THE STATED VALUE OF THE CLAIM FOR EACH SUCH VIOLATION.




	The statements and answers made in this application and in attachments are true to the best of my knowledge.  I have neither omitted nor misrepresented any information.



	Name
	     
	Name
	

	
	(please type or print)
	
	(signature of Authorized Representative)

	Title
	     
	Date
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Media/Professional Insurance

A division of Financial & Professional Risk Solutions, Inc.

Two Pershing Square, Suite 800, 2300 Main Street

Kansas City, Missouri  64108-2404

(816) 471-6118
Facsimile:  (816) 471-6119

www.mediaprof.com
submissions@mediaprof.com
We Insure Free Speech Worldwide®

	Agent or Broker:       
Address, Zip Code:       
Telephone:        
Facsimile:       
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